FPRLA§
SR B 114 & 12

EftL

v



B N B A et 1
BN DI FEOPIEARR s 1
FABEFHBTITEFE B R e 8
2=~ #ﬁ@é%}%@ .......................................................................................... 11
- PRSI U R AR AR F A, 11
gl P KT AR FIENTEAOIBE 13
S ARBE ERHBEEAPEFTENT AL 18
s R MR R R 20
T JEB T B L s 22
FE S TR HP B BT e 22
By R R B T e e 23
P S BUTH 5 B LR e A-1



SN 0

£ F B & 4 it
E 2 fﬁwﬂzz}ﬁjﬁ 1%9* ’ ?ﬁi&‘ E Eﬂ%ﬁ&wﬂe% > %+ 2020
ﬁSH%#r§@%$”%*$JﬁP
P @i TR L5
FUSERGT o R EFEFREA RS
FRIRGE > 302022 # 120 5+ T £
FEBERDT »iﬁ%iﬁi

—_— /,/ J
N
W

T F":j

91’ <
-\» A
w3
7.
A
ﬂ'\\
3\
T
N
T
“I‘ﬂ'
.‘5?(7

(IS

\r:s

RN
Ay A

R R

/w.

Lw
5

ﬁi’i

i
T okt

¥

m*%@ﬁw»

e

o
WY T
= R 3
@MHG@X%v

%‘41%%‘%4%E§ﬁﬁ%ﬁ%
FERE Y AP S NGRS (F
*’E&%Féé% FL A F S P frip 1 ;
%’; ORI ELa o
Qwéﬂméﬁﬁ
Rk V& %&ﬁmﬁ’#ﬁr““
figdn s @i%@Jm?ﬂ’mﬁ$wwﬁ_mﬁ%Pm
FiEY U7V H 8 2 A7 ELL'FDLBE‘*:’/E——lf}—\—xﬁ‘?"ﬁi-"}’?g}%'msb
t“’f*gg% ?#&“”'—4?]%:&;' HFELTR 38T PR
e AR E im%wj£r%ﬁywjmm%+ﬁ
PRAZHVPHR-FHE-THRR  DERLL L TR
Wik ABERT 0 ARMAIRIY W FHE T

[y

»

pl

Bl
3

;»\c

»

o
§?

R
=3
I
. ‘?:,,
5
,&}

/&}sm‘ﬂt&;
N
‘%

ﬁw

1 >3

ﬁﬁ

pual

ey

\\8

\

=K
i
W
g

\‘2‘“*73*‘“

b
e
- 4;;5 53 W o

= 3w

o

by

DI T X PR RS

£ B K E(WEF) 12025 & s i€ 2 B 2472 | 1y
ﬂ’”%ﬂmT» #‘ﬁﬁﬁﬂéﬁéﬁWfiﬁﬁ’U£
L1 EADB T E SR Rl fot o A F R
R R N T Ty

' https://www.weforum.org/publications/global-cybersecurity-outlook-2025/



https://www.weforum.org/publications/global-cybersecurity-outlook-2025/

AT > Py e {1{%“’*"#*{1——)@]@ v & TR
ﬂé%@@%@ﬁ%ﬁ%*%ﬁéi@@ﬁﬁ’ﬁm%ﬁ®4
Bk dig B §F WEF & B4 2 F 3P & 1F %2 R
barns TB S P R FiEk 0 4 vi%“i?“‘%f%-—‘ﬂh"i&fﬁg’* "% i
L (security-first)sfae fy o B-AeELEF AR G - TR F 0 1
FEFEd HATRSPEFRFp L T RE P REL G2 SR
P UL T e ER RS- RS

if?E“F/—%KKEY“ﬂESﬁ7‘“%#'_kﬁiiiﬁﬁ

ﬁﬂl‘«ufif}v}fﬁ 120 #ﬁ ”’3"4;]%% "mekﬁxrx"f?’é’ 7 ¥

Z IR~ A AN TR s (DDoS) s F - R 2 v R
B ~# Gt~ A1 FEADDTf B EF q,%%?iif o

PR B B A & B (IMF) 2024 # 27k & i 2R 4
i - AFX il-—ﬂk? sblggx 25 E A o ik - _,mﬁﬁ
AR %#»]{%m&)()% ’ 3ﬂ?ﬁi7§“”‘ff‘ﬂ‘iﬁiﬁ‘%?
2025 # 10 ¥ o2 ¢ 4 #Fl Iy e g s TS g ch Y P g
ﬁ“i}%?%ﬁ%’ﬁmiﬁwﬁﬂmvﬁﬁﬁ%ﬂﬁ%,
AT ERE T SEfraniag o 4 A f%rr%t‘r& i T
EREFUSE > 41 AR BT FREg N ABRS ¥
& Ak 0 BBl EPOITIRGE @@mﬁﬁm@ { 4ol H
‘ﬂér»thimlk o - Lipl MeEe Rl g R B 2
IR & R

%LLL ’ @K%F'BEJJ @@:}E{.”"iﬁ‘i > i,l_fhm‘j\ﬂx ’ T'/\_J_,%
ERFRK R FREPEHIER » 0 BB ¥ P ok
I L %ﬁﬁﬁ’uﬁééﬁﬁ%ﬁ
EWIETH R F 5
—_ N ﬁfk%&?—g_;ﬁ.ﬂ?:@é;&&

% W25 & @i F (NYDFES)» 2023 # 11 7 337 & f#

2 https://www.occ.treas.gov/publications-and-resources/publications/cybersecurity-and-financial-system-resilience/index-cybersecurity-and-
financial-system-resilience-report.html

3 https://www.elibrary.imf.org/display/book/9798400257704/CH003.xml

4 https://www.imf.org/en/publications/gfsr/issues/2025/10/14/global-financial-stability-report-october-2025



https://www.occ.treas.gov/publications-and-resources/publications/cybersecurity-and-financial-system-resilience/index-cybersecurity-and-financial-system-resilience-report.html
https://www.occ.treas.gov/publications-and-resources/publications/cybersecurity-and-financial-system-resilience/index-cybersecurity-and-financial-system-resilience-report.html
https://www.elibrary.imf.org/display/book/9798400257704/CH003.xml
https://www.imf.org/en/publications/gfsr/issues/2025/10/14/global-financial-stability-report-october-2025

PR ¥ % > & F 23423 NYCRR Part 500)° > 45 €4 & %
gﬁﬂ%ﬁ@iﬁﬁ&#&hgch%’Eﬁiﬁiﬁgi’
FFEERRTIRGLFE 2N FE AT XM
Redps o SPATEERG 0 ¢ F R e FEFRLIE L
FAREEA - TEFLESFTIN 2 AR EFFT AR
+

F R R 73R8 FH 7 I(NIST)* 2024 &£ 2 7 26 p %
# T % >422% | (CSF, Cybersecurity Framework) s = 2.0° >
F4een Ti532 ) (Govern) & & # 7 5 B Bie% » ¥ F 6 <
Bwoe g iR R BRI & F BRSO
EE o RRE }_ S daR e R $,§ﬁ%}iﬁ£ﬂfrﬁ ESCA SRR
mﬁ“ﬁ*‘ b % # 7 #7(CRI, Cyber Risk Instltute)“f:he*“ 2024 # 2
PEF ERESY T R % 235123 | (CRI Profile)
%izm Jopb & FR ¥ CSF 2.0 ehfhaf b o i i 153 (v ehp
ERFEFEXARATEFRGEIL o

BB 2002 % 12 0 F Hein @i (235 % (DORA,
Digital Operational Resilience Act)® » & p 2025 # 1 * 17 p 4=
W7 0F S MRS RET §CFHTEAFRACTE G

REBEFE 2 TPELICTAIME Y E > WmEL 2§ &
;Mﬂwﬁu,;ﬁﬂﬁﬁék%o

B%¢@&@&m»2m4ﬂ1on@anr¢@#
E TR S [ O T H“Wﬂﬂﬂ#uﬁR£¢
fo s Fe - ?ﬁ L Er Al T RS THFE R
ﬁﬁ%m%%_mmagﬁ’#m&$@%ﬁﬁﬁ%5
ERB ~ K2 b 'K 4 o ﬁﬂbélngﬁlwfhﬁ
WAL B ERPAHEI AR H L ERRHBES S T A
A ¥4 %% | (Fundamental response measures) LT R H

ﬂ\f—'t \@H; ‘#’"

‘31 Ge 4 4%
g @ oy 4

(TN
N

~

5 https://www.dfs.ny.gov/system/files/documents/2023/12/rf23_nycrr_part 500_amend02 20231101.pdf
6 https://cyberriskinstitute.org/cri-issues-profile-version-2-0/

7 https://cyberriskinstitute.org/the-profile/

8 https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32022R2554& from=FR

° https://www.fsa.go.jp/common/law/cybersecurity guideline en.pdf



https://www.dfs.ny.gov/system/files/documents/2023/12/rf23_nycrr_part_500_amend02_20231101.pdf
https://cyberriskinstitute.org/cri-issues-profile-version-2-0/
https://cyberriskinstitute.org/the-profile/
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32022R2554&from=FR
https://www.fsa.go.jp/common/law/cybersecurity_guideline_en.pdf

PR AHR T IS #45% | (Recommended measures)#|
Lo 2 & RS e £ 0 S RATOS e R T R -

CREFTE LB pUFPEE

% R 73R8 ¢ JoisET 7 Ar(NIST)» 2022 # 2 7 3 # &

> it ¥ R % 1= % (SSDF, Secure Software Development
Framework)'? » EE A e R T IR Y CE S oy S
FE 4 & F ¥ (SDLC, Software Development Life Cycle)® >
FHE PHMBEAS S A AR 0§ R R
ié&iﬁ@‘?@%ﬁ’&Jﬁwﬁwﬁﬁaﬁ%%a oA
PEHMT AP SRS 3 2 BT AR LA
SDLC fem & i = A enff fLjfidid > Tdg > 2 A 427 g
P g 2 e E (Aot R - E SBOM) 0 A i A il
@’#féﬂxﬁ“ }a“/{#ﬂ}@iﬂ'#ﬂ%d‘f —3‘-@}%‘ "?.1.%2!}@%

B(CISA)* 2023 & 10 ¥ & 17 B % W2 RS T % B4 F
%f # v g 2 T Shifting the Balance of Cybersecurity Risk:
Principles and Approaches for Secure by Design Software | > # !
Tz B R %%@Wﬂwﬁ :&ﬁﬁﬂ%&iﬁﬁ%

< £ 0 T IEE > E L vE (security by design tactics) B i3 F
11

o

SRR ¥ I 0 B A f 4 A %458 (PCT DSS)*
2022 B # ey w ’%12(2024 #3797 31 p4»x~2025# 37
31 p i) @ AFEi 632 & Riprad T @it iz 5
;%@@mmeﬁ,u@<ﬁﬁgﬁﬁﬁﬁ;i@$vii
B A H L > B (CISA)Y 2024 25 F THM A B EP A %
#  (Framing Software Component Transparency) % = %% » i& -
¥ T & P AT E (SBOM) B2 & 2 i fe 0 G ik~
EF ol v R R FORGERM kRSP R0 F 41

T;

4=
*“:%

10 https:

[csre.nist.gov/projects/ssdf

1 https:/

www.cisa.gov/securebydesign

12 https:/

www.commerce.uwo.ca/pdf/PCI-DSS-v4_0.pdf

13 https:

/wWww.cisa.gov/resources-tools/resources/framing-software-component-transparency-2024



https://csrc.nist.gov/projects/ssdf
https://www.cisa.gov/securebydesign
https://www.commerce.uwo.ca/pdf/PCI-DSS-v4_0.pdf
https://www.cisa.gov/resources-tools/resources/framing-software-component-transparency-2024

AR T R e 42 % | (CRA, Cyber Resilience Act)!4e »* 2024
#1127 10 p 24 2%(2027 EAK-2> 5 4R %) TR LA A
FEHLHTEfRr~2 A5 (f 20003 BQEFRAE
pcs’@?ﬁﬁg#"ﬁi‘«p H(SBOM)> Mg * g 2 * ~ i HURKF %o

ig—f"AIF rﬂ-ﬁfﬁvi

FRFERERE 27 S (NCSC)*t 2023 £ 11 & g+ =%
Al & s B % 4 31§ (Guidelines for Secure Al System
Development)'” » #- AL B4 4 &8 & 5 4 BRGEAERE @ % 2
KX 2EF X 2NF X 2E Ao TEHE BAE
BROPEIL R F R ACE R 0 010 AL kSR B IR
SRR R B R ALE A RTE B (DSIT) 3 2025 £ 1 7
FH TAI % >4 7+ B, (Code of Practice for AI Cyber
Security)®2 " Al g% > 9 7+< P9 (¥ p | (Implementation
Guide for the AI Cyber Security Code of Practice)'® o

% R P 2 g iEm 7 A(NIST)* 2023 & 17 26 p %
w04 1rE R s g 222 (AIRMEF, Artificial Intelligence Risk
Management Framework) % — 5='7 > 1 & &5 i ¢ 12 Al b " <1
I T:}l}, AL HBfEFG % 2R A 2024 & 17 R F R
HAS P EE Y dp 25 o2 50 S HIERI AL 2 2 50
Al hrc B8 2 $f2 325 52024 & 7 0 iE- HA AN
R AL Ehh % 8 T 2R .

FEAAEF L2ty fl 2% OWASP(Open Web
Application Security Project)~ %2023 & 10 * # # [ 4 =3¢ Al
% > % % | (GenAl Security Project) % — 320 5 % - d8 B 3 <
A3 M2 =5t AI 1% }_@f’éiéﬁ ¥ - F Lty e
MITRE #7134 % sg# B iEiEE ATT&CK (Adversarial

14 https://eur-lex.europa.cu/legal-content/EN/TXT/?uri=CELEX%3 A32024R 2847

15 https://www.ncsc.gov.uk/collection/guidelines-secure-ai-system-development

16 https://www.gov.uk/government/publications/ai-cyber-security-code-of-practice

17

https://www.nist.gov/itl/ai-risk-management-framework

18 https://csre.nist.gov/pubs/ai/100/2/e2023/final

19 https://www.nist.gov/publications/artificial-intelligence-risk-management-framework-generative-artificial-intelligence
20 https://genai.owasp.org/



https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32024R2847
https://www.ncsc.gov.uk/collection/guidelines-secure-ai-system-development
https://www.gov.uk/government/publications/ai-cyber-security-code-of-practice
https://www.nist.gov/itl/ai-risk-management-framework
https://csrc.nist.gov/pubs/ai/100/2/e2023/final
https://www.nist.gov/publications/artificial-intelligence-risk-management-framework-generative-artificial-intelligence
https://genai.owasp.org/

Tactics, Techniques & Common Knowledge)?' p 2024 # 4=+
Faer AlAp B se# 4tk o

wETAAFERZ % J(AIAct)22<“ 2024 # 8 1P A 3
OIS E{ PR RFRE AL kR -
#3340 !%ﬁﬁéﬁi* § G R NIEEL O ARA
FEA AL kb 2 "ﬁ:“ foAk A dR B eniRG IR 8 R h AL

o AA

LE) > j:'»zaézf,fm,%’ﬁ KIEFEER %= 3o 4 % o

%
w vi

o~ RFPFLEFRBAEIBER

F AR AR By r(NIST) &2 242 + i (J.P,
Morgan)*‘ 2020 FiEk AR ERD TE L RAHEMY ) EH
MAT A 2022 &£ 12 P FE TEIFY et 2EH
(Quantum Computing Cybersecurity Preparedness Act) » 3& &~ i 42
BAGRS T RN ST S R PSR L TS
T B ents £ 3 25 5 (PQC, Post-Quantum Cryptography) %
oo FR(2023)E 2 RS 2 T AHKF L > H(CISA) ~ £ K
B 5% > B (NSA)fe NIST # 4% 1 £ + 845 4 ZE 3524 » NIST
T30 2024~2025 # B e a1 338 2k v chPQCIH B 2 %o
TR R L > B (ENISA)R3T 2022 # 10 7 #F #2425 2%
BRI BB HI(PQCHB S ) B A RTH B2 R G

iR FS—ISAC(Financial Services Information Sharing and
Analysis Center)f| & = 1 1% %o » [RS8 # FBLAH K G 4 B
ﬁ%\ﬂ@@ﬁi@ﬁﬁ%vﬁﬂ‘ﬁﬁﬁ%W%ﬁ‘ﬁ»d
+ A FEFEERL AT 8 £ F 25 (MAS) 2024 £ 2 7
Sk T MR EE AR RS Db G ERY

FHEBLBTA B S BRP A RIERET LS

=

T 2024 & 7 ' g F £ 3 :F H 2 F (Quantum Computing

—_—

21 https://atlas.mitre.org/
22 https://eur-lex.curopa.cu/legal-content/EN/TXT/?uri=CELEX:32024R 1689

2 https://www.nccoe.nist.gov/sites/default/files/2021-10/6-Yassir-NIST-%2020200819-8.pdf

24 https://www.cisa.gov/resources-tools/resources/quantum-readiness-migration-post-quantum-cryptography

25 https://www.enisa.europa.cu/publications/post-quantum-cryptography-integration-stud

26 https://www.fsisac.com/knowledge/pgc

27 https://www.mas.gov.sg/regulation/circulars/advisory-on-addressing-the-cybersecurity-risks-associated-with-quantum



https://atlas.mitre.org/
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32024R1689
https://www.nccoe.nist.gov/sites/default/files/2021-10/6-Yassir-NIST-%2020200819-8.pdf
https://www.cisa.gov/resources-tools/resources/quantum-readiness-migration-post-quantum-cryptography
https://www.enisa.europa.eu/publications/post-quantum-cryptography-integration-study
https://www.fsisac.com/knowledge/pqc
https://www.mas.gov.sg/regulation/circulars/advisory-on-addressing-the-cybersecurity-risks-associated-with-quantum

m?—i\\
>
)
i

Programme)?® » KEH > 1 BETALHFEF 2 41
plis -
I~k ERAYED

FREmE B ﬁ?ﬁ%ﬂ.(Fed ~ FDIC ~ OCC)*>+ 2023 # 6 * ¥ &
#FHF 5= M %R % F =450, (Interagency Guidance on
Third-Party Relatlonshlps)29 LN “éﬁ ?. s EIEH A G
5 BIFE 0 @ AR~ & F"%ﬁ"t’ Lo T
N R aﬂm i F5 B e %?I‘*’J%'EJ ) A X
= = eh U dgds | (Criticality) 35 B~ & b '& 5 A # ey 124 £
5ﬂfﬁ*ﬁ%—"mwﬁvlﬁm% £ S e N
L‘FLF" (EK

Sz B ERh % 2R T L R § (FSB)* 2023
E12 0 - FhGEEL 2D, T%E'%&ﬁﬁﬁﬁf#'«wa | BE 4% =
BRGE R RIS Z RN BN ER L A I AR
s AR ?#&F&é;{i TR @ul g ,,} Yl R v R
TRABBREF 6 TR i3 e & VY EF 22 &
E%‘%}ﬁf#ﬂ’ff‘“’ F ¥ YTehRi4za £ > FSB * 2025 & 5 FH
FIRE {= 2 (Format for Incident Reporting Exchange)’! » 5 fii& =
-~ ERFEY EaRYEX RIS T RFFEALEER
ﬂ%%ﬁ%ﬁi@ﬁﬁ’%rig%ﬁﬁ%u%ﬁﬂﬁﬂQﬁ

BB 2022 & 120 i i 42 % (DORA
Digital Operational Resilience Act)*? » ¥ p 2025 &# 1 * 17 p 42
oL T\!?ﬁﬁ#iif#f?fi T IL?f'LJ}i(ICT)BL TF BLRCt AN
PR 3 éﬂ;"a‘ TEEEPRECYErEE 2 4}@5&;*#;5 e
R & m#wﬁéf& Fo UFER AP HL RS v BT

2 https://www.mas.gov.sg/schemes-and-initiatives/quantum-computing-programme

2 https://www.occ.gov/news-issuances/bulletins/2023/bulletin-2023-17.html

30 https://www.fsb.org/2023/12/final-report-on-enhancing-third-party-risk-management-and-oversight-a-toolkit-for-financial-institutions-and-
financial-authorities/

31 https://www.fsb.org/2025/04/format-for-incident-reporting-exchange-fire-final-report/

32 https://eur-lex.europa.cu/legal-content/ EN/TXT/PDF/?uri=CELEX:32022R 2554 & from=FR



https://www.mas.gov.sg/schemes-and-initiatives/quantum-computing-programme
https://www.occ.gov/news-issuances/bulletins/2023/bulletin-2023-17.html
https://www.fsb.org/2023/12/final-report-on-enhancing-third-party-risk-management-and-oversight-a-toolkit-for-financial-institutions-and-financial-authorities/
https://www.fsb.org/2023/12/final-report-on-enhancing-third-party-risk-management-and-oversight-a-toolkit-for-financial-institutions-and-financial-authorities/
https://www.fsb.org/2025/04/format-for-incident-reporting-exchange-fire-final-report/
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32022R2554&from=FR

fx‘F" ICT ¢ 'z’i“?’?r'ré\ ‘;;Ja d 'V'—\?E s 4 o

¥ R BT o "‘f P& R ERBE D PR Ty R
Bl FH7EL7 AN EFR KPR ERE Lo
P REBT awr it 12024 & G b B RRICEF S 2R
CBEST® -~ % TIBER-EU™ % » {f i % L0 #5eh &
& SIMEX?® ~ # & Hamilton Series®® ~ 74 # Exercise Raffles?’
o FERS PRESDT E K CORST® ~» g CRSTY% >
FLFRF T RFERPEALT A F 2 TR TR
SRS SRS PR 6 {F LR B
ENCE -5 NUE SIS SCONSC TS X U I

- spFTIRBRTEFE R

FRARE 2 ABIMEEAA KR EE - %o 5 RRA R
3% ’f;ihﬂ$ﬁwﬂz2~ 4?? g p 2020 & Kiad £ @ %
FE Rk SRR EL PR XA K BEE 4o
*ﬂﬁﬁ?&&%ﬂ+ﬁ$ﬁwﬂl i 2 ol s FRAT

ik

4
/H

;

BPEDBARTEARALE - BEFRABTFEARE > S8 L
ARBHY c BERREL P EEERE L ART T 0L
SHAEAFREIEEFXELBHIEOC) E2 e 7 & E R

¥PPHEEA 62 F-CERT 4R T4 F 2 %40 > ¥
HERE- TR ERPHEREFTEL > T Y FHLFT XL
e R LRPABER LT LB I H BT IR GRS
e BEREEFEE E&f&@?j%@i%ﬁ@]“ﬁ%i;ﬁ—%& &
FEA 2017 EAA: EBTLFTAZELY o (FISAC,

Financial Information Sharing and Analysis Center) » ¢ 1 & B
FFENFTA3 oL 2 20p SOCHH|E » X LiS4e r 3
B FS-ISAC ¢ f ~ M3 5§ FI-LISAC & ¢ » 22 p % F-ISAC ~

3 https://www.bankofengland.co.uk/financial-stability/operational-resilience-of-the-financial-sector/2024-cbest-thematic

3 https://www.ecb.europa.eu/paym/cyber-resilience/tiber-eu/html/index.en.html

35 https://www.bankofengland.co.uk/news/2024/october/simex-24-testing-the-uk-financial-sector-resilience

36 https://www.chicagofed.org/events/2025/midwest-cyber-workshop

3 https://www.mas.gov.sg/news/media-releases/2024/business-continuity-exercise-to-bolster-financial-sector-operational-resilience
3 https://www.bankofengland.co.uk/prudential-regulation/letter/2024/thematic-findings-2024-cyber-stress-test

3 https://www.bankingsupervision.europa.eu/press/pr/date/2024/html/ssm.pr240726~06d5776a02.en.html



https://www.bankofengland.co.uk/financial-stability/operational-resilience-of-the-financial-sector/2024-cbest-thematic
https://www.ecb.europa.eu/paym/cyber-resilience/tiber-eu/html/index.en.html
https://www.bankofengland.co.uk/news/2024/october/simex-24-testing-the-uk-financial-sector-resilience
https://www.chicagofed.org/events/2025/midwest-cyber-workshop
https://www.mas.gov.sg/news/media-releases/2024/business-continuity-exercise-to-bolster-financial-sector-operational-resilience
https://www.bankofengland.co.uk/prudential-regulation/letter/2024/thematic-findings-2024-cyber-stress-test
https://www.bankingsupervision.europa.eu/press/pr/date/2024/html/ssm.pr240726~06d5776a02.en.html

iﬂnmnigﬁ‘“”ﬂ?%%?W$ 0 £
(APCERT) % -

REFFRASEBPBHT I ENS 2 B¥ Y 0 AR
TG AF 2021 £ Fgﬁﬁanﬁﬁu@Jm,
KL AR BV RPBHER X EaRT X o BT F
FROBPERBELMLNTE A4 Lk 2 EFAS
%J?awﬁﬁﬁﬁ*’2m¢ﬁ79§#r$w$%»?g
T4 SR AR BRI E S B3R R LT
L%ﬁim’ﬁﬁﬁﬁwwrmgw,+%¢FHMC%%@
rﬁﬁ%ﬁ@ AR 2 TERIFZTRE éﬁJi’ﬁ%
ARPHTIPER T THRAMNE T B2 E 23 0
4% F 72 DDoS 522 TR~ FRIT TR~ £ R T
B Es s £ FARERRHBRAREEH > FEAR
%#W@II?’ FERES R TR A
TR 2K

AL FFTHX 2P P FRE AR TRRFELX 2R
w2025 FX TRE VEHRREFT X S P ATRLEPR
%%F%ﬁ%ﬁéﬁﬂ%’%*ﬁﬁﬁwl* ﬁiiﬁgﬁ

Far it~ B2 e MK M A L R Rt >
«1@ g R E: i’ﬂﬂ&%xﬁ$97—-r%??&hﬁiﬁ
2 pE 5 RPECEEREIA) * 272 F %
Raki- TR BiE B f‘%"’”\ﬁ' FHPEL T T
FRIF NP EEF > PRI P P LT IAESNT - P
EZ2 o apagile JLfad etk «Uf’LMI R P2 G
BEL R AAXT DR A REFHERFE VAR TR
FFLE 2R QUMﬁ41NﬁyﬁvH%@ﬁé@§%’
BB TRRFIAFTEAA - REFERPEL e RBTF A3

1\;10\
B

1)

—\

i

|

(¥

ke m
= A
A R

N

7
%
s

o

40 https://www.fsc.gov.tw/websitedowndoc?file=chfsc/202405061552070.pdf& filedispla A W‘ o ¥ @ 11304 %x.pdf
41 https://www.fsc.gov.tw/websitedowndoc?file=chfsc/202410210854050.pdf& filedisplay= £ i EREE fi > :h] I.pdf

4 https://www.president.gov.tw/Page/317/1870

43 https://www-api.moda.gov.tw/File/Get/acs/zh-tw/tcWbCXvyTtLkaRY



https://www.fsc.gov.tw/websitedowndoc?file=chfsc/202405061552070.pdf&filedisplay=
https://www.president.gov.tw/Page/317/1870
https://www-api.moda.gov.tw/File/Get/acs/zh-tw/tcWbCXvyTtLkaRY

FPHZ R BRG] F
P ERFFELX 2R 2 B RF
L
v
-

€n$
)Q\
o
L

R EARS T A o RS
AT RE R Y E
FRAFTXAHE ) PREFURADEF ok * L7 E 21
B A E M A i?*i ﬂﬂ%uﬁﬁww %’$
ST e % [ BT D =

VUPRFR G ¢ s el i yﬁ'iﬁﬁ@4ﬂn @'5¢@@£éMF
BB G PRIF - R A uﬁj?ﬁ~tﬁﬁf4idf)“{ﬁp%4 ;
FEEHAF T EEFTRIRBFER > 1 F0F sadpd] " Rgp4

oadE R o

At AR RS T ol Eamuid TR
B W AR RS 0 h A B R TR
K% & ERBPROTEIPELATERL v EPET
0 Wl

#h3 P B E B

PiinTE R L e - %Lﬂrgé]ﬁ: “/2“%’«?%
E'?Fg'i% Lﬂ:v"??ﬁ_j‘—%\ ﬁﬁ&ﬂif}ﬁ_o
TSIk o

1y

B3
BEPR s rne sl p

=
hxdfr gk - ST | 0
Fixwwamx > E T
]T%]o

I

SEMY (BB LD ATEN (5 B RRTLF R
DESE IR L R AR > 44
AFEZ SRR o =

TR | EEMAERGEF S| Ey R e R A
WA 0 E AT HFFE | KRR A IR
T/Fl;’?'lé‘_ﬁi ’V'A'\?;E o 7+ ¢

10



N N

47T

Ryt < ppdft > fads 10 B FIE P - 29 MR T4

-~ PRI NS E e it A Ka R fia

EREe L SRR o ERREE R ST )

L TR 5@“%%&“’? CERAFE A 22T R
;I'ft'i mlr'ﬂ'g_a °

_—

)R EFHETLEERT AR TSI BT L2 AN
i

$?§$#$W%ﬁ@%A PR A U B

T i RIITEHT LIRS %ﬁg’ﬁﬁﬁﬁ?
% 7 #i&&$ﬁwﬁé%ﬂ? TR2EE L
aﬁﬁiﬁﬁw@’%ﬁi“&ﬁ% ﬁigﬁﬁ’%%
BHRERFTEHeRm s LB RFRATT R XE
B TR P EPC FRFAT RS
SAOFHERI RS RETE NG i s EEAIRH
BRI RIRAGEE o
BLEBTEERE T 2 RESBH

g fid- TRAFESATFEE- L H2 4
BREREAALEE B L FRE S-SR
TEBRFEEY  RFRRF LRHL > FRIEURET
% %40 £ %% % ®W NYDFS Part 500 f 37 F % £ 2 B
T e P TFTRERMTIERL ERBL - R FE o F 8
vE)F EFLFTEARFUAGHF - T TR L 2RI
BESA AR -BREZLZEME  GRAKBETLENRGL
At - R RV PG B RS T
FpT2 R EEM 2 E T E ERNFT R, =2

—-’
- ERT IR ERER R RSN &



1a;v%$é&%$,ﬁ&p*&%aﬁ
I gE SRR Lok W 4Y S R Rl
% TEPHIH BTN P ER
2 ’ﬁw PR T AL B ¥ T
i?iéﬁﬁtﬂ@ﬁa,@aﬂi%ﬁaﬂ“ﬁuﬂﬁ
Fa AP &%*¢%~%b’mkﬁﬁpm%i
@‘ﬁﬁ*%vﬁﬁﬁﬁ¢%ﬁiéwﬁﬁ R 23 3k
biah#2(RBA) F AT L L HE L A3 - 2
R LR SR ik *ﬁ% BEE: Sl A REFLES

P BIsH M o

()R FEAARTEU N KELAFERE B

.ﬁﬁ TEBTRAARNF OB BRCTIRNE
EEEER
$§§%2M1“”i$ﬁ?£&ﬂfﬁ2@’ﬁﬁ

LA EVRPERRERT LA A S BT TG

*ﬁmﬁ&$@%ﬁim**f*Ad iE

CHB(F) MR EARBEpEL D zﬂﬁ %

TLREER - o B BT R & e

*é@f’%iﬂﬁﬁ@%ﬁ%F $@ﬁi

ﬁ@#iﬁﬁgﬁTﬁ%$ﬂ%ﬁkf\@NmE

EMBELR T ABT XA A AT ST SR

I—J);l;ﬁﬂ_@_ °

5&&A$ﬂ LRI TEL 7

IH Jr*

= #ﬂ ‘“\

£4 &0 20178 A% = FISACHS & @5 % B
< —f.ifﬁﬁ ’f#lmm’farﬁ’ié TI* FENF AR RRIT
AR~ EXFXEHE Faﬁﬁﬁiﬁﬁﬁﬁﬂigﬁi’ﬁ=

AT I MERTERAR Lo %gﬁ%ﬁ*$

s

4 https://niccs.cisa.gov/tools/nice-framework

12


https://niccs.cisa.gov/tools/nice-framework

PREXEMEEE R P ELE TR AL RE
%~%$%$&?$%F§%%i#%io6@5%%@
@ﬁzﬁ@’%auﬁéé@,%daﬂﬁﬁ%%#

L A L A ks %%w%%% %%ﬁ
SRR P FRPERLFL FR AR FR

W R
=
ol

e S S T JBﬁWCN%ﬁ

6. P v > WRPEARIL FRH
“*<%%i%%?#ﬁﬁﬁLWé%®%&%ﬁ
FEERER) MENLRE RITAPRPIE TR
BrcH2 gEF 0 ¥ €9 %Y 2R FFIEC 7 £ &
B2 ERE 2 FEIECADY BREITTAHAE F o
29 oA R SRR e R i A
* o MWﬁﬁfmﬁ%%ﬁﬁgﬁﬁﬂﬁéiumi&m
TR FRXRE L AT L F 73 (Best Practice) |
PP R BE R SHA LS TR 5 & R
EREr e PIEEr 22 TV ER VAL T LR
i EmAEE

I~ 2BPEIAZ IRV EFCHEGO2BRE

ﬁ#rﬁiiﬁJﬁr*ﬁ*“ﬁu%%ﬂAiﬁﬁﬁﬁ’

HPEINE ALPQC %37 HpE > ST HFEF DT 2

PR -

(E)F=X 28 » % 23 »3Ki(Secure By Design)

7. 38 % et F 2B - RIGEZ 3% F i 42(CI/CD)

BB AL £ R R

Foo % 2R F AL (S T RIEIR BN A A A B
ER AR A P PE 2R IEA N2 S F R W BT
AR%O - LRFRHA LM ERE 2L

4 https://www.ffiec.gov/sites/default/files/media/resources/FFIEC_CAT May 2017.pdf

13


https://www.ffiec.gov/sites/default/files/media/resources/FFIEC_CAT_May_2017.pdf

LB TR AR TR ;#*a’di—i‘gﬁx}ng\ rAEHEERX
A2 o 3 ARF1 54 # B NIST SSDF {278 % ~ B'E fe &
OWASP SAMM #3472 4p B & * #2538 % > Sk F L8 (4o
OWASPASVS %) $tB &£ i ¥~ ol < 2B 5 -
HEE AR A A TR P RE TR RITEG A W P
oo M g o K3 B RIREINE AT o0
FITERPRRERRENE >R F LR TRl 24 B
(SAST/DAST) % & 5| 14 % 7 22 3% % (C/CD)im 4% o

8. 1F = f Ml i R ohif P il £ 33 B3 BB
S H R 4 Skl ;ﬁd R & A A 47(SCA) » ww H 12
PR (ZRAFZ D AE)E HRBEE 2 i
P AL H (SBOM) » = Hrf e 2B P R AV Ml > 1
b ;; BL TR B (CVE)S & ¢ 5ok 1 # B F (CISA KEV)*
F 2R ERERN AT 4

9. 3T API % 2 A% > 22 API % 2§ 1218 4]
TE APl G &RE F AT RELZ LR T AP
L B 2ZENE R % 0 OWASP 7+ ¢ 2 # Top 10 API
Security Risks™ » £ 4L3[>r 4217 2> € %5 B *x42{7 Open
APL Rie2 FA# L o F37{ = F P & E Partner API %
Internal API 22 APl % > A% » 245 5 B~ FAl2 {8acid 2
HhE > BAa APIZFN 2 S5 BF API T 44 -

(2)#dF R EFFEETA)  RELFTEXHEHEAE
10. #ad %> BR'GHS BRI AHAE
g g 20243 7P ISpEF TEREENER
EXREET T S RERBE R R A FR
B 1% ﬁ—?giﬁ-i“iﬁ’jﬁfﬁ?f;%&“é%i%‘iéii?uffn’#ﬁ"ﬁ%ﬁi

13\5

46 https://csrc.nist.gov/projects/ssdf

47 https://owasp.org/2020/02/11/SAMM-v2
48

https://www.cvedetails.com/

4 https://www.cisa.gov/known-exploited-vulnerabilities-catalog

30 https://owasp.org/www-project-api-security/

S https://www.fsc.gov.tw/websitedowndoc?file=chfsc/202410210854050.pdf& filedisplay=4: Gl 5 A\ B(S{F2ERE2 2150 . pdf

14


https://csrc.nist.gov/projects/ssdf
https://owasp.org/2020/02/11/SAMM-v2
https://www.cvedetails.com/
https://www.cisa.gov/known-exploited-vulnerabilities-catalog
https://owasp.org/www-project-api-security/
https://www.fsc.gov.tw/websitedowndoc?file=chfsc/202410210854050.pdf&filedisplay=金融業導入零信任架構參考指引.pdf

(T R R BT AR TS A ) R
FLAPEBRIZ 2GR R BB B2 B
EEVLLl"“ii%ﬁ)i;‘ﬁf%@%%#B%&H‘""ﬂf'#ﬂ*@"%i 2025 & 4>
SEE BB L ﬁ%iﬁ%&*%»/%ﬁ B E A
né@%@ﬁ%%ﬁ%%ﬁﬁi%%’aﬁﬁﬁJ*%ﬁ

11 B9 744 3 81 20n
PAE BRI R R A L R L R
e ¥t h e N L | s ¥ d F-ISAC 284 3E = :
@EE G EEELHMT T A S RBE Fa F B
R E P

12, 22 F 0 FIAE 8 gy »g#&&%
THAELEMPHENECEEHF2ERG2 &
A2 L AR ¥ EEW\PE;"\§+ PEM%;«H:& IR
MR EBRL I > FERERLEHT REHE
EMHRER RIS T PR FIELE BT TAY

LI

RAIBEE S ~ TR RACLP - DU X R

(T)RCFREHZE B ol
13. HBTFFeL2 EHTLAE
PEREE T BRIEEL "Pﬂifru (REE caRR
FECAFATAR el A LR $?§B%%
EAHE AR HEE TR i;:%}‘i% (SOC) » 1E(2021)#
AR E R R E L E o ARTEEL S B RS
REERPBHEX LT EARG 2L 228 418 SOC 43

W FISAC » & B2 FLARKRAT 1L 62 4
%] [e]

PrE R ARl ErSRAARBFTIELE L
A>T Ao %ﬁiﬁ@uﬁﬁﬁ%mfiﬁ
b S - RIS TS - R L AR



FH 2 TR TR L E R L e RATE
iéﬂ%%?iiﬁ&ﬂﬁiﬁﬁiﬁﬁ°
14, Z¥ T B EEFTLXLE

ERPBERTF [T IR § - DA D
BRREBAEAFRFIETEERT T L8 2R
EZ AR END AR 2 AR p o
B Frdlt 2l 1it o7 § F 3 YK AR
> '7]~u—¥-_ °

£F €730 2024 EACRFIR-FT X T I E mf AW
3 ZHRIAEE T 2025 £ 3 7 £ MITRE ATT&CK
Cloud Matrixs2 2 % "% % g % > ¢ & (Center for Internet
Security, CIS) ,7* A zl_x #H PR G+ ot F o CIS
Benchmarks(&rrl"ﬁ BLE IR R TR T R mBS
Prie s & PIREFE 1‘%? B2 L4 E 2 JaaS ¥ )53
%F‘] i&l*’$ﬁﬁ*f'¢"‘ b ‘Bngé_ﬁul"?ﬁﬁ%}?’f#f"
HAVE N 2 IR IAPE 2),‘;*‘1'; o & FKZ %Pﬁ»zi'm'}——zﬁ ’:ﬁ’
SR SEEN & ! gaawé(ﬂ}zrg % PRF% ~ PaaS %) -
ERL AEF - R gKEDFTEBE -

E :

-‘5}

b

-

Al \«H{\

=

15. itﬁ’ai‘—’# Eirs B iR

FEROEL LY BT R R 9%
&@ﬁu:*wﬁ.ﬁ%ﬁa%~’§%$ﬁ@£@%ﬁ
CRIPNE = Sl " A0 iﬁﬂ%ﬁ”ﬁ i s £ £ 5 4o DDoS 5T
RS CEIFFR » ZHFRRE RRTI L2
7 B3R F 25 ATt o

-

() % PEERE o FIRATE LI PR

A1FEADR i aEF s FATERE
Al oprped B > 4vid & ﬁﬁbﬁﬂf#_}@.? Al 5> & &

B

52 https://attack.mitre.org/matrices/enterprise/cloud
3 https://www.cisecurity.org/cis-benchmarks

16


https://attack.mitre.org/matrices/enterprise/cloud/
https://www.cisecurity.org/cis-benchmarks

17. %

AI ‘ffuri’jFl:A\:; )k Kﬁ "’ta L@ U J é‘/ &,E:.')ﬁ g‘- i ‘EISVE.L:’— %
ﬁ’%’@w?iﬁ%ﬂéﬁﬁi*’%ﬁ”ﬂAI%%

Fajes o £ RE14Y OWASP © 2 4 58 AT % 2
2 %54, 11 2 MITRE ¥ MITREATT&CK % & & » 4 Su 3
# MITRE ATLAS (Adversarial Threat Landscape for Al
Systems)™ » #-H ip B % 23K 2 WP 5 12 R
TE o aRE AL X 2pEE RRISS A5 0 5
FEREN AL FAEXFR LG PERTE
MR E B R P2 AL FF G s J_it] » TORARLEB
R o 1 BT 2 PEEE AL K BB T 2 1Ap BERIGES

RELFRE > FRE AIRGAZR o

-

:'E;"ﬁ‘ ‘_q.‘pu:a 7%

Fhhpid FhEES RHEPQO)EH
E R DA e RN B E
‘?”‘g/f%fs?& BRAE T IERE NGB E LB > £
R Fak 2 TR 7 B (NIST) @ » 2025 & 3 7 5 # =
IE s £ + % #% (Post-Quantum Cryptography, PQC);# & /= {&
B (256,

\

LHFREIEE P ES kerh s 0 2 K FS-ISAC ©
o p 2023 EAe R AL A H K w
L1 B AR B AR S e AR
AT AL GFEFLT b5 202025877 %
PAE L EEREABIITHM GRS T E FISAC
A EHT L AR #Q”M"F%EPQC BHEG

X0 B f:g‘xa‘.rr;}i,{h—/ﬂ SRR O L_ICT P de
I 7 PR HW&%£@W? ) 450
EEHE 2EEZ LR '*ég( e FEFERERYT L

PN S SEE R TEREN URE R b
HIE 33 & F)F ) ;ﬁ;ﬂl# R IR(R 0 g

3 https:

/genai.owasp.org/

35 https:/,
%6 https:/

atlas.mitre.org

csrc.nist.gov/projects/post-quantum-cryptography

ST https:

'www.fsisac.com/knowledge/pqge

17


https://genai.owasp.org/
https://atlas.mitre.org/
https://csrc.nist.gov/projects/post-quantum-cryptography
https://www.fsisac.com/knowledge/pqc

HrA S A E R R e RATHEM S F kR
IR E) AR E PQCES LT 5 Rk
EpmEHE2 PQCEHTE Z2AREF u“% PQC %
B RREFRS &y PQC RS T -

AW EHEBSEPAFTENTLA

W ERE T RSP T £
B iE s E Rz TEX SRR HMEFT X E
g%ﬁﬁﬁﬁi&m&fﬁ°
C)REREBFTX > E2ERFTILE X
18. Py LrnzidFTEiasdyEt
ﬂ%ﬁ{f*ﬁi”'ﬁ’¢ﬁﬁiﬁsf S B ERE TS =
> PRI E )@-r@ 2 g - ﬁamlziipﬁi)iﬂp_%c,r’l* e Ahcnie
= fARIT S D A e . ﬂf@lhfr*&iém?iﬁmtfﬁ% £ R
Bk A FERFM T B0 7T 8 S s 2 AR R
£ @»xifﬂé\&’ﬁﬂff'ﬁ—lz‘?{‘f{*i‘/’l‘?\-ffj%ﬁ‘fl}%ﬁ\}k"ﬁr
FARGREFLR(SLA) s FREEF & 0T
xﬁ$%m£*&&%%*“Amw$w$ﬁ%¢ﬁw&
PREPFREOE RERFHREE A FAIRIFZ X DR R
’”Pgﬁﬁfﬂ*"#ﬂn‘*‘ H fed- TARRZFXREE FTRE
ﬁp&@wﬁ&jﬁi‘%@m % FIL o

19. SFAREERFFERFTLIRRIE

"4 F-ISAC# 4 f TWCERT/CC 2 b ¥ T % W %

% 1@ REERRPREFN TN LR R ADM
FarAaFLzop Ry ’P’ﬂii/f% el

ié 'R RT B AR RRE ¥ 2 O IR
?r";;“k“r‘ﬁ;.g,g,,g,\ A%"a\,é BN T

TR " MR REOT X R % -

o

(M HRFERFFTLATERRB T

18



CFELXHFFTHBMAFZEFTAIF0N
éz»g £ f 2017 & &+ + FISACHa$ & @ F =% Wb -
ES fﬁﬁ%%ﬁf’&ﬁ’lﬁf AR 0 ¥ 2022 £ RZE R TR
Fﬁg AL oA REA B CETAREFTASS S
cFH AT ART YMZE R R RYIR I EG F
@“mHW§%%’ﬁ%gﬁ?w%ﬁﬁﬁ%@%
Bk AR - oS SE I Y o ) R O
A TR TR

?wwwwﬁm
) m%w}&@

2 £ RFTXRFARETBEE
b g LR glgﬁ%}\gﬁ_ﬂgmﬁxg v B 2025 F Ak
% kB P fﬁﬁ# Yok 2 R e I 2 F T A
'Zﬂ' 7z T A S s SRR - F | e et A R T e i
THRREERET L FTEHTY FISACHEF &R
f,;@, TR gyt ¥ d FIISAC Ri|2 > £ RT <R
FUFEFREE F T X RFELF LR I 304
H 0 £ SRR R

_ﬂ

22. 2 £ @i8# SOC £ SOC £ I 3F iF2%4

EF g *%‘%i/%%ﬁw;&f B E £ B41(800)
x A F-ISAC 2 & % SOC» 5 e ¥ 5% £ mib v @
FEHERL G i_ﬁf B BB A 47 0 B o F-ISAC%%@@%}@
# SOC # » ?‘“ T e AR e SOC H £
R EaEE © " B 2 A 47 2. RS A G vlte G MR
Bl SOC % i 8 el 47 8 » LA E » p 51t A 4718
Flos i E EE Y AT F L R RER
B )hE P TS A R P R 4T
ﬁﬂ@'i PHON xR R REE S 4 SOC A E

T AR FE T E A R S TR A
ﬁ%ﬁﬁ%ﬁi@xm&ﬁ¢%o

¥

23 B ERTFEIR

3R

22
£ 1T



F-ISAC & = f5¢ Lis4 ~» 2 EFSISAC ¢ A ~ 11 A
%E FL-ISAC & ¢ ~ 279 # F-ISAC ~ % ® TB-CERT %
&3 MOU’ﬁ"»%“?:«?‘:é‘i %% & > 2k (FIRST)
TS 3 % TR B AT & e S(APCERT) - 3 454
%énb-,bi’ﬁ]"%%b TP 3 FTELPET R 2D EE
Bl& 2 éi‘aw‘:%f“@?l‘r I@?%w %ﬁc&rﬂr“
LRI L oAy
fgb*ﬁ? L Al

N S T R R E]"‘-’?é‘é fu;i: )
—yz ’L ﬁ‘% i ]—- m’}F‘ %‘_‘L s N

BRI MR NS R ki

PR BARE R R A KRR M AL £ BIRIE D BT E A
VA T e AR
L) PHFEFXABPFY B EFTIE 2 R

24. ?%Nﬁﬁ;&#‘&ﬁ DDOS M%;w “H B FRIFR
i .‘«umg ZFIES FRBER T AR ?ﬁtfﬁ =
@*éﬂ%%*uzﬁﬁgﬁﬁwﬂ@??n§a
» ¥ » MITRE % # 2 st ¥ &2 r7> Lr Sk (MITRE
ATT&CK&ENGAGE) U ERTEX AR ARG B
WYHL & R X ST R R i@mav RIF T Eae o

25. RREMBFT X FP L5

% FHRyEL D dhrt FR Y 2 A RB RS T
LA TR AR GRS %I’{%ﬂ‘f Erniver Hoa
*Pu%']l;‘i’?"éﬁ%}ﬁ%#g o F R DIR FTS N B A R R o

AY

26. PH2E ® R BT R
fﬁ §7"§'= I{Fﬁ/%’ﬁﬁi ”“")"gfr ok %) F;:cf«.é- ?ﬁ
EFE2 j}34@:{‘5’ AEITOHFATRIB LR REEIFR A
PR AR 'Lﬁ%@{‘? C R IR PRI W fif‘a-%'ri?
FIO SRR RS BT RT L 2 R

20



)
27.

28.

29.

B 23] &= ~F-ISAC %
%i%r%HW'aﬁ %&i»#wﬁ

rﬁ
wém
]
"1
N
) vd
/w

it S A KB EFENEERIRET T 2

BB E O HE 5#$§ﬂ%$1%@wM$ﬁ

SREEE Y %ﬁ?ﬂr<ﬁWP£*ﬁﬁ*
ﬁ/__;%ym,mmﬁ._gené—k TR %"g,—“",l_fﬁi
QWﬁﬁ-$?g&@$wwﬁ%»W“ R LR
B IR TFIFWE FZESZ S ’}ﬁk"f#%fzﬁ-ﬁgj\
AR R R R R DR A Tyt 1 TR
A H G TR 2 BE

FIRAE & LI 0 2 2 MAEPRTE 5 K = 35484

3

\

f?%%#$wﬁ ﬂﬁﬂ%zo%*ﬂ$ﬁﬁ“i
:Ec_ﬂ)?\:g:g,,\%gn kip'iid«.%ﬁm:m)k“ﬁ"‘f!?ﬁﬁtk‘ﬁ

k

RO S
MEETH G2 B H(0S 2 8 & 244 5 $)5) 5 fi b &

‘1’\?’ - AEFFHRD VIR AN A 2 ERPFFE T L

RGeS M LIRS KRB kg E
BFE L TBIAFE W LA FEFR LR AT R K
TR R PER P ERRTO)E T 4141 7 8P #(RPO) > £ 5
BRI BT ihe peaicdp &35 & F % CIRE 4 iR
TR R SR ILE T S8 YRGS FTRKE - B
- R FRIRPT Y A7 R AE T 0 R IRAR M4 £ BIRAS -

K T

FHREIMELSBRBL G VTP ERFEIN -FHEBTH

$wmﬁ£§mﬁ4m,@@ﬁ4u L Ty
fi’(s’irf’? SRR TR EE A A Tﬂlﬁ%w}# + API 4
ﬁ%@§%§¢ﬁ%ﬁ@%ﬁ@+%ﬁ w4y T
HXBR R gt 7 LA B pIRG 32

21

-



AR AR TR SR Ry B B2 TR
Al e

AN - A
-~ 2\.}4-’-,;;4 :2@'\%3}% 4;]%& éﬁr"ﬂ );3» : :
o RAR o ARPERE LT A A RT
@ﬁ&%%’H%M$wwﬁﬁﬂﬁ*W§
S ABERE S ENRE PR £ e E
ABARPEENTRE S ERBET HT

IE REFREME
~?%“$:%%ﬁ%ﬁ*%ﬁ :
TERSE TN PEFIEp SN ¥k
FRE (s %W:A FEERE L BET
Lt mit 4@mFLP E A
wos BT S EL F M E R TR G TS
R ?’%#ﬁ*}' A IE‘—%}}L Kﬁ;/z. i? -\J.;E:t A lg‘xﬁa_g

i

o

a
- ﬁ]‘%‘gﬁ‘%d 4rop s H ﬁ]ﬁzfﬁﬁp-%%}ﬁﬁ:%n@/%‘\‘
BAMOU ¥ ERF £ BT 4 HE BEMET T g
+

f=q

B~ FEH =2

-~ FRE EFERY D SERE R ERPARE S L R
(B ET A oE2mY s EARP R EH g,»&_%@#
AE L T BRI R AT PR TAEAR

22



*Fi

REw it NRF L FERILGHEIATE AL R X i};@*‘" °
oy BFRG AP ERER " HHEE > - kRN
SRR HE > RABEPEER RS K

FREHNEREDFEF > FRERETL -
R A EHFERIENHNE TR ERE - E2 TR
ﬁ%ﬁ%%ﬁ%kﬁﬁ%%i’uﬁ & iR E
it # (TTP Intelligence) 3 "% M & * ¥ x T IR B R
(MTTR) -
o~ F%e @ AEFFRY *‘Wfﬁﬁé%ﬁ’f# Warfd o be g 27

FERTXERET RA CHERT X ORER TFE

TH I ERPBEERE FEATHL -

i

A% E Y

A RDF X R %%gﬂiﬁ%ﬁfﬁﬁ*ﬁJﬁﬁﬁ’ﬁ
fog FIFPIF R ATA L e e o Tl 0 & Bk R
"B gEA s e TR R BRI PR
g o

A ERE mk%#ﬁ’%bwm“ﬂ{#~;$?ﬁm
RBPHEFE S e BRI B ICEDE F 4 T m gD
B EGErTE 2 - F B E ~ AVPQC 37 %) ~ 5 + & pdden
e E, T8 %x%ﬁﬁﬁﬁﬂﬁ“’W”ﬁﬁié%
- % %ﬁ‘ﬁém‘?i BREI-E=S Rz =X c PR L S
BEPRAFTE X2 TR TEFLRTD L ERE L o

23



Wit~ H T ;Pf-ls’gﬁ W 4

=

AN R 744 % i H 7 £12.0
{

td

#
% |55 p B o~ #p 2 iR A
I3 S X rnﬂDm @gE&Ai£#$ﬁ%ﬁ%&fﬁi%“ S
“ m @(ﬁig)ﬂ?“"k’ F’;‘f{ﬁ\°?”ﬂ‘g’3"%&
wé#ﬁv TAMERPHERERRGEA B L 2
i”ﬁ%%%*f@%i’vﬁﬁ$ﬁﬁﬁ$%g

)
e
ww
(?4}

3

A} g
R
Nk
ek
|l "
|
R B

4

R

5% v

= »

oo
A.
-

b
ﬂm&

e
TF A
3
o

a

2

S oo B my oy
” m}

Eih/|\FE

e I

RNt I N2 ai\a F\_g Aﬁxb%ﬁ:ig )
FHE T TREFT LRGP~ 28K
“°%%$ﬁ#ﬁﬂ§igﬁiiﬁﬁi
L% 2 PR e SR TP Rdp
:~uzm&»§ﬁa A B
ERETERET O RFEE G EL > TiR{ERR T
i@HﬂD% ﬁ%¢@&ﬁﬂm«§¢£1%%§
ST s R R E TR E PR ES @i&@%%%%
TERHFTEEBRZ LAY, - L EWEFEM ) =S 3
)i?ﬁﬁs B @H{ FHEA(e 73R
XEE i#m~mmp&&%L
. ﬁi@*%\@wEFME)F 3
‘iﬂﬁ’ﬁﬁﬁﬁ“ % r? w%%$a$%§
I krdsd g ndier o2 LT F
. iﬁ*ﬁﬁﬁﬁp*mﬂ EAE s 1t R Al R iR
bl SN L MR =

. ¢\¢.
™ =Y (el
A
S
%’—"‘Q‘ Ry (w.

3

N

55 1t

T
c
&2 ]

R T

W

T o=

~ qg‘tr { .

e
=
a3 A
—
¥
(
A mo e T A W

o %A
e A} fow
;F_ ~o

<
=4

By
= 4
ke
psi

R T s A+ wq»

F:u
FHoOoy P o =% 4 ke
R SR N ST TR

&

)
= f

n‘)’ir |
A}

(:
NI T

P

ETIRS

T N L BRI

—_
—

R T
b
|
ki 3 B
SRR

A&
e
T po
o
A
e )
=
B

TP‘" 3 W}} H
< znkq. /H’
b
=
fu
_\.\‘A—é‘_
o

Tomj




=1

a1 iF ﬁﬁ%ﬁ H 7 T O ¥32.0

7E P H i '3 RS
G B FLp|26 vy |FRNYDFS %P ESAZ WAt 82 4R F L T B {54 v Ru § &
B BB T H $ﬁ%ﬁ*4mﬁ?§f7A* s %gﬁ»' RN
TR ARG MR E AP R SRR P TS f R AT A ERP T TR

o E BT D & g*ﬁkiﬁééﬁ*w@@&%? Hode
FEP PR AT RPET T 2R LA KREE A E LR GHBAR
FoJREARTER 22 T RUEFERTXEEF S R o FHFEAR

¥ fo%\;ﬁﬁﬁa%@#ﬁi%ﬂ«Aiwﬂﬁﬁ%
R e ARG FTIPEL RS VY R ARBET
AABTAF AN FEHN BRI GF FFE T T
g&?uﬁuﬂ@A**%ﬁ%’I%@ﬁ%gg%ﬁii
FERZAR A Eith  ARFESE BB ER
i”@’ﬁkmwjzﬁig A R PR FERAE A DRETS
B 2 RFERTELNRA AN - 20D AP BT ERR Y B

ﬂ%ﬁ’uﬁﬂ?$$ﬁiﬁ$ﬁﬁﬁ’ajﬁ%ﬁﬁﬁﬁﬁgéﬁﬁ
F2EAFHR O o
24T |(4-D) BB 3T &R g/ FH M EWIO0ETTERT L A A B Bl USRS 2 Y F st g
S -y B % A A |FISAC W&ﬁﬁ?*4i?$%ﬂ’”?%§ XAAPE D ERARE O T
¥R n Bt # B Fo BB LR LN TERRA A LRE 2PEFPHRRS S
f#ﬁﬁvmﬂwiéﬁ??ﬁ%ﬁ:Mi#?ﬁ%ﬁ#&7f“ﬁM%MUEﬂﬁﬁwﬁﬁéui’iﬂﬁﬁﬁﬁ
e § T A A4 A D FEAA ZBRIERE
%P R % 51 p&ﬁiww~@%ﬁm%%®*’%ﬁiﬂﬁfﬁﬁﬁ% A
(4-3) B B> i 1t Flemisip |23 WEERAG $ﬁﬁ1}§’}]§fﬁﬁ~?@ K& RBHG T?ﬁﬁl‘ & msb« i

A-2




|1 iF 786 {7 H 7 P £22.0
G |38 P ¥ i~ Hp ERL TR
% B fe B Bl o oA TH Y %&? XE~EEFI)LAEZ AN A %&ﬁ
2R & Fﬁgﬁ"ﬂ‘ %ﬁ(%ﬂw REEWZHRELAPE A FR S BRaE
#E(E) b/} ﬂ»Mmawiwé )1&@¢@%ﬁ%%i@NEEF
#g%ﬁm&@A*&iﬁﬁﬁfi%?’%vfi X B R R o
G~ 3 o P~ &/ ¥ |& ¢ p2017# K= 2 F- ISAC HFERFT LI 0 22 &R R iy
HH] L | F-ISAC %a raiéf ; ;*Tk’ﬁ‘& FriEA% PRRAFPAR-EZXAFLXFEEFETRE
oy #ﬁgxi,ﬁw¢@;\§im%;if?%%i’~bh®
?me_ FRF - N ARBRERETEE DR AT
%?ifﬁﬁgé’ﬁéwfﬁ“iii%ﬁﬁiﬁﬁ%‘?i%ﬁi
TEI SRR -
fod P AREDLTE2 ﬁﬁv:%%H:twﬁ%%%%ﬁﬂ“-iﬁija 1
T &R0 R SR R R R AR R AT L B4 4
10 X R RG] FL FF i3(Best Practice) 5 iRt FE A A 2 v
32 PR o PR AR PRI MR o
(6) P &3 % » #F4& F-ISAC/ 2 | 4 *%%%ﬁ&%ﬂ#ﬁﬁﬁvH%é?@ﬁmmﬂg*b%iﬁowhyﬁj
PPk g g g vigE ﬁut%%ﬁwﬁﬁﬁ#ﬁUW@%Pmﬁ @ﬁﬁw’%gﬂﬁﬁﬁgﬂ
7 ax /g W D FFERT X o287 w47 FRFFIECHT £ R
# iﬂi%%iiﬁﬁlimwn’#ﬁ?iﬁ“ﬂﬁéﬁ%ﬁi?w

TR EFA Y ¥1 T UE SRR E R W
—esb"lﬂﬁi%’T%‘?&gl“ifEFﬁé“”’% TITE o AT 114E 53K 4 >
RIS VTt ESTE P TR

= T % W FFIECCAT © *:2025#87 31p B.b i@ % » %5 SR AR

¢ >

A-3




|1 iE RN Hi7 TP £12.0
G |38 P ¥ i~ Hp ERL TR
> éf %% % & NIST CSF2.0 -~ CRI Profile & CISACPG %1 £t {7
WEAFEZHH ﬁ‘%ﬁ%ﬁu’ﬂﬁuﬁ%%*%\&%}i#p’fﬂf’% P TR S A
~mw;¢;wMﬂWAcmA%v¢wﬁiw; P L (FS-SSGs)z # 40 >
PTG TR s AR T L R 43(Best Parctice) ; & P 1% 4 F-ISAC
7 "Zz Mg L AN pra‘pﬁﬁ ’ 5’%4?#&%%#4 LR E e p B
woEs TP ER~FAE T LR ) TR
S F R DB B aRBE (8 | BAKRPEAEF NS AT RS LR FF Ao 2R ks
N R B s S k= WS T PRRIFER A A AR BT R AR AD R 2 A
Enll B NP e L IR i1 e F R FROMNBLTEL G P - LR IR A FRE
¥ | (Secure (CI/CD) il ’#?%ﬁ-ﬁ 1'5‘3@‘ #ﬂcf"/ﬁ“‘ X nﬁfﬁa\ﬂkﬁbf;%%ﬂﬂ
7 | By (8)F = fc 4 - | st |34 2 74
H Design) phiE P Lo 33 %+ % ® NIST SSDF {22 ~ "% ,T.,_F OWASP SAMM #-3) 2 4p B R
B3E s 23 % 2 EARE (&0 OWASP ASVS #) > 3 £ @i % » wom <
(9)F7 37 API % 2|F-ISAC/ 2 |- & |2 B H ~RIEZ I0F AR o3t ST K TE BB T b "R & o P2 00 sy
A= API ¢ ek 2P FIR R BB S RIBRE IR AR 5 R (T RIERE A
T E T % > G R G R 211 B (SAST/DAST)EE & 5| {4 4 5 22 3%

%‘(CI/CD)/” A I %ﬁd «Emﬁ%ﬁ%\é}&\ﬁ(SCA) CERm|H B % e it (7
Bi~%z>~E)2 Hipdgle it > & iP5 E(SBOM) H#2ax
gé‘r =N f;%‘é,z 2 )i g7 ¥ iﬁ*‘f“} , T@ @L;,g %P ‘}'}E.(CVE)E\‘ Ir'zrﬁ;'f B
(CISAKEV) » £ * i if 3 12 ﬁ%ﬁ%ﬁgﬁ»%¢oyﬁﬂAmg$@
FoAMEELZEEAR T APL ¥ K5 R 22 R & > OWASP
7+ 2 4 % Top 10 API Security Risks » § #-3+42{7 & € L5 B 2242{7 Open

A-4




|1 iF RNTH% N P £12.0
% |78 p H > gy R iR A
APL 2R de 2 AR bt FAsm { RS 'LL:{P artner API % Internal API 2. API
Z AR R FEFTHIPALEHEE > B AL APIFESZ T a0 %
P APL % & 47 o
44ud F G ((10) b F » 3 b| &t (£8 |2 E32024877 15p 3# T amEEr FREERLTH  EREu F 5
= ¥ e Bkt o briE ﬁﬁt“ﬁﬁu& e B BREMREFE AT Y REE LRG| G
(ZTA)  #%&| HASHAE RFETFPRRIS(TE A KR RS TS A1) e ®
RS o S R Y B TR ERIIZ 2GR RO A de o EBIFE B E R e BB B
HEAF A% B |F-ISAC B APM A
(12)E = FrFix ¢ vl |2y 47;,L2025ﬂ #ho ?&4?;%&%### BICIBFE R TF G E [
B B E SHEH T NRIESRS S RAF A BB (R RRME R L) B
» AR géﬁﬁ%‘éﬁﬁﬁe BRGHFBEALE N FpRER A SRR - ¥V S HE 4R
WHE > FCEEHE FHY tEufgabH e g e ¥
¢ F-ISAC T%Mﬁ‘* Lt o BERREFELHEML L
RENZ G FELFFFECERIO DAL ERBENF LI
ﬁi%%%ﬁi@ﬁ’%%ﬁ%&gﬁw\wiag;$@%§§@#
WEE S REE ERR RS FEFEFIPET RERGEFVEL R
B g 3T iade Lok & “’“? Kl «aﬁ,u TG RR ITRY RPIBRER > TH é@
e /A ERE e
5.8 1 FTE (13-t B Flamibi - |24 [RREFFS nﬁ«PJ = ﬁ” "PE%W" poeit it AR T EN S FEAE Blu g v
ERE D X EEBA |y EoRaR{Tis ‘%‘u‘ﬂ”"? FAEPI09F AR £ RS E T X T i
HF ool |(13-2)4 18 37 F % [FISAC  |#4 [$841(SOC) » Fe(110)# AzF 47 5% % w8 £ 32 > JIT AT X Thnlele i
Lo C N = AR > REERPBHEX TFTER QUE“&,\ML*“ SOC %% » #= Fip~

A-5




=l

TR

1 1%

=
H i

: B

£22.0
Rg e

I[SAC -~ $ﬁﬁ§f§_£ FHAMNEKERFILES EE -
Pt PR $r aRILRA S FTXEL2 B AR ‘
Tz fEYREL ML - TR AT FREE - T
b2 i v g TR (re 3 F
It 1 R %@fﬁ W HE ) B
E;Iiﬁ'tijé&;};%ig—?_;#f; iﬁ«f&@@fﬁ@ .

B
B H
/F-ISAC

AT E g Bwé$u~¢w%ﬁ A DRI ALY

- RMEpEN A o B FISACHFFHH I AT X EHARF T v
Yo 115 3 4o F BIRFE 116# 4 A Aj% F 2 PaaS Frb(rZ R FALE
EFIREREY ~ 23 SOAR %) ik &R a2 » A B - R
2R kBT EK -

ﬁﬁ%f#)ﬁ'%"ﬂ v&-’”‘””}!};;ﬁb - ’i"f”fﬁﬂ’ ’rg_:: .

g2 ERPBHLpTRE T2t 21 T wpBA g i
Ij“i.‘:él‘jé‘ BR G E e AEI2024FE AR TEELZ B AR T
Z i’,%PRZ?Z‘I%? » 7382025# 3% L2 MITRE ATT&CK Cloud Matrix %

% gL > ¢« (Center for Internet Security, CIS)TI‘ DG 2 ARAIRIEAITH
‘4' 11 CIS Benchmarks (4ete 508 12 ~ 2 3 FAL G2 5 ~ 4~~g =S A A
5&—\ﬁzﬁﬁﬂﬂgkﬂ%\ﬁ§'}ﬁ$%’g 513383);#%] ﬁ'—‘$ﬁl‘ﬁ-p

EIEZ SRR R TR A E T E B E b Kﬁ;;vg':;i\,&

TN &

Z
i AR AR e A "t’éiﬁtr#“% iR E R BT ERCE] 0 Z PRI

(15) B 7

A & i

?%fﬁﬁﬁﬁﬁ@iﬁﬁmaiﬁﬁé%\ﬁ?’W%ﬁwﬁﬁE

MoAH TR > SHEFHECEE SOC 2 £piBiEs) » ¥ L

A-6




=l

a1 iF #, f%ﬁf?’] 35 H 7 T O ¥32.0
i L A gy 2

= iRl
i o ﬂ%d DDoS [ iR ~ ZERTHR - » B If'c? #-#% (Breach and|
Attack Slmulauon)_t » TSR LT XTI P EIE 2 G sl o
6. 5 P& IN(16)F &k 37 L Al » ¢/ - JTEAIFEADIEERE o el ERBHERY AL BT TR Al
FoRIBAT fRE 2P E{FISAC Hmmﬁ* AL Ee L R (AT R IFBATR
S R FRAEZEREY > ZuU N AL FETEEE S £ 5 RRAE F”“fuzp’%$
P B 51 RHEEE Al 2 G2 @gds  #32TR% e QF“ OWASP &

=4 X5V ALE 2% % - MITRE 2 MITRE ATT&CK 2 &+ » 4 o3
# MITREATLAS % #-8 4 M % 2303 % Rl 4159 5 0 AP R L
FRTLEBEAL FAPEZ RIS ol B AR ET AL LSRR
PADPRP R G TG A IPSHTE > L F BALER S %%; Al #74
I’:%t‘K‘Fl;t ’ I’@ﬁi%‘iﬁﬁ-)‘%f‘ﬁgl‘*:}i4ﬁ 4 «EEE:’ﬂ' Al s 3B F% >
MARR PR S BRFEEFRE > FME ATR%G R -

(A7-D7AZPQCE & ¢ ~ |- & EF T % FFH 2N e R S BRE S T P ERR TS i
B > F e b TIERE LN BEE DL > £/ NIST ¢ <?2025ﬁ3 FH =8
37 PQC B4 % f i PQC ;w5 ;28> 2 » 2 B FS-ISAC ¢ & * PQC 1 o p 20235
# % % dp = FISAC AP T A B AR b B FIR (S +%ﬁ$%&é‘ﬁiﬁl i
-

LR ACH M A A AL GRS .

2 A F 1X 4w L W AREEAVEE + RE A& y T 3% 3
(17-2)4 & £ @15 £ R4~ | #5 A e 2025E7) Lkl BERAPBTHGLE X BB

2 PQC % #H = F-ISAC £ = 3 34 % T ‘; , g{%x,\;ﬁtfﬁj—_:%ﬂ;j,gﬂ%?&PQc BAEE T ATH
B ITE B E 2 e BT E > BBkt & ICT ¢ e R pN(e 7 3
]‘%f,i“ﬁﬁ%ﬁ‘ﬁl%}»@'\%ﬁ? f‘ﬁ}?:}fi'! -T‘lp —Q;?_-Eﬁ % % iﬂ‘)}a Ké;(_]‘
e g ERERDRF - FawEE s Fadp iRl 2 G AR W%

A-7




2

=l

H {7 ;]ﬂF—] x5

iy
=

—\ —\
)

E

=g

#

X

22,0
B 7 4

FUs e REPFBESEIHEFF ) F @ H W BgE 1T (R0 E 3
A A BRERE B S BATEE S ATk uum#’:}%?iﬁ»“"i)
T E PQC A £ 3] 0 i AmE S22 PQCEHTF
2AREF TR PQC # B & 3R i prigd

Big
7:,_:_0

ey b2 21 B i

& s ErET PQC B4 iF

-
4
~

—_

P

& 8
S
= A

&=

f

&

_—\
S

(I)F TR ~
‘,@ki i ]l. ?‘\ rl-»

_EL' hjy/_/;
FE

N

B

Flelic @ e dmt PR AREHNE S ERFEDEH
ﬁ%ﬁﬁﬁﬂé“%’P@@m@**ﬁi“ﬁmfﬁﬁ’%mﬁi

d ERHD AL RGN MY E o QLEFIRBE R AT

A

(19)35:/?5 ol et S
BRFFEXNFE
A _Fj. '_;’E’ 1"7'7 i3

& RS

F=ak 3

BT 2 F
Tk o

"])@,,_)@&é;(%iig&i\%% ’ %Eﬂﬁ'$ﬁﬁﬂ?’i’\g ZHAEEREM S BB
i&-@p Wk Sz g el 2 F\‘f—-HI REZG wiBTA B A T?\"?—E‘L{Li
hEFTiEFR O TIAR G LA 2 *ﬂ_g(ﬁguq RS E s
BREALLAEHRE - FARGAEAL RE) X AT ARTR
WaﬁﬁDmﬂi%%mFM@”“ﬂQwﬂﬁw&wﬂ&w
PR EREGRSLA) s FEEET T - {NFTE TR 20 T
ARG E X Aofe £ & AR R

LR PR P AR B R RO AL b

;—‘- 4_ ;_/ 72—

?ﬁaﬁl#?\}‘% ’jﬁ»ﬁif#z@?ﬁifﬂlﬁ«%/}#fﬂﬁ I{§i12‘ 1—}3]37?1}_” %‘/4 ’

=z
4

5 75w

Z PR

g% 2B £t¢@wﬁ7¢@

R EE A SRR X 2 ERBIED 2 ol 4L H (SBOM) ~ fie
ELRET- TR FTLREE AR B F%w%ad\%gﬁw
%M#\ﬁ,bﬁ 5 ﬁnfﬁﬁﬂ;ﬁﬁaf#&iw v g ,’.)’fi&-“'f‘x»’*%‘g; y“fd F-
ISAC # 4 f TWCERT/CC %2 F £ FXBEP £ T HF LR B ER

S
—
=&

She
—
=&

A-8




|1 iF RNiFHw H H 7 2420
h |JE P Y = Hp * B T
"‘T‘iifﬁ"?ﬁﬁﬁﬁf#?*' i “ 'L"%# "’k’ﬁﬁkzgfzf'-‘f@ﬁ ¥ = 3 R
zlﬁ;ﬁ S ARELEEE P'rﬁ:,gm,/,} e T Ry o B
TR " EEHEREDT LR R o o
8.4v g | & ((20)% It T & {F F|FISAC  |# 4 ﬂxg p2017# &= = F-ISAC & £ X mp > ¢ 22 PR e § ¢
RN T AR B, ¥01112 REEFXHFHMBAITT S REpHFFT Man
L AR B2 FTARERB
i SHAFTART Y EZE R R > REN % %?ﬁ@ (APD)A 3 5
o FEgRTRF ﬁeeﬁ% WF o ZFRBITET A BRI
BERgRAlr3 2 0 AMBRGET -
QD= & F T X |FISAC |- & |[& € 2" M & itttk % BH4@Lﬁ&?*i§’ﬁ%¢ﬁ$ﬁﬁﬁ
Rk i B %Ffﬁﬁkﬁwﬁaiﬁpiﬁﬁ B s A& e B B
TEF B LR R E > DHRBRRISEE S FEHFT o J FISACH £
ﬁ%ﬁ@
fﬁﬁiﬁh¢ﬁ;i%mkyﬁf 314 F-ISAC 2= i T
ﬁﬁﬁﬁﬁw@g@ W~ ERFTLRFELERR Id FISAC * 4~
HEETI T RS T MRS R e IR R &
ﬁ%ﬁﬁn‘ﬂy’f#
Q)% & RIS FISAC  |#4 | €3 %‘iﬁz/ﬁv!ﬁﬁﬁﬁ&ﬁff ¥ F X E#841(S00) > & ;{‘% F-ISAC £ % |  ©
SOC ¢ w7 mirp SOC » 5 av ¥ %pe fﬁl‘i”b&’f#“? BEH LG B e 2 BB A T o 53‘@
SOC % Ip i 1% d F-ISACH % £ i3 SOC ¥ » F=% £ d$é}nt@£%ﬁsmj
B el E T PHEM Mo T2 TR 5 2 o

5 UHIETP SOC HE & 8 i i5 i & o RHFE» p 651 2 45854

A-9




a1 iF #, f%;j%’] 35 H {7 T R ¥32.0
o |38 P i il B 5
BT EHE Y BT L2 BERR ‘I’v%:éfiﬁ)éﬁf?%%i’
L TR R P TREFMEA YT R 2 BEHPNF LY R
LRAEE > HA SOC &F 2]~ 5 ¥ F e ﬁﬁ*rﬂiﬁﬁﬁ
TR gn ke f R AR EPLPTES
(23)%c 3 & & % |F-ISAC FBACA*@bi,4c%iWFSEACgﬁ‘Jﬁ%EIWBACEg~&$
B L i £ & F-ISAC ~ § W TB-CERT %3" MOU % » £ 4 3 F& % i %2
% 2] B3 (FIRST) ~ &+ 3 % T Mo B & A2 5 & 2 5 (APCERT)
LR o
EEFRCERELEEPLIZTILSPET R 2 BRI
i,,,bgﬁﬁ A % 3R ﬁ‘ﬁﬂ;(?%m i\’%‘b£}‘7?' ﬁ\“xi"l’ﬁﬁ};;}%l—t
RE2 R PAITHRL 2 FRSPAETRL  FLERELEH LN
ERARERALR XL EBRE B EAREY o
|9 FEE X | QDFFL & PSR~ 6/ BHNFT I E ZRGED Ed > LAl AR I Fa X402 E jwy
T IR DDoS ~ 3§ 37| F-ISAC ¥ g Gt FRS LIc 2w £ 0 £~ MITRE 3 # 2 sc ¥
ol LR P d e Fx i 2 % (MITRE ATT&CK & ENGAGE) » & %8 7H2 £ b F % 3217 iR
F| O FEEC IR R~ AT X FRTVEE LS F «iew%%aﬁi’%ﬁﬁ—
| B B |(25)F K £ B F € |F-ISAC~ 3" MFPFTERFRERBEFIRTF L ER T B RER Y 2 T RBuY
: i B L e dia Gl AR LY L E A
26)74LE + T & 4§ ;rtbifs?ﬁ:ﬁ' wHIT R R ERBEREE T XA TR Ly
T ERSES BoiH ﬁm%ﬁﬁmwﬁﬁuﬁw’%é*Wﬁ%ﬁtw’Fuﬁ
TR BRI G FEEN VS REN LA TXT F 2 EFIE
B FREBE 2R REIFER > oL P 2 08~ B RAEITHE  ZHER

A-10




=1

a1 iF #, f%;j%’] 35 H 7 T O ¥32.0

TR i H Rg e

?’éﬂl?iﬁt‘ WERBFE TR T ERFEERPBBE L ERFRTNGTX
TERY e gH AL ¢ TR RY L] & FISAC % 72 W

AR 2 3R s R 2 LA -

10. 38 1 5 |QDBRF » B &l |#8 [FRES F’&ﬁ EREFFLG RAFT A R FERET Sl RE R ey
R o= & FEHF T e Ty NP ERF IR AL FERE . A MR £ R
Bl 22 P{F 4P ‘15-)‘@3]"““ a‘fﬁg’? LR %‘L\ﬁﬁ»i?z%;&/z  LPEREF = 2 b
FEOW M| MkE SBHRER SR PN ER 2 TN ER R e 1T MG
N FEREE G R 2 R -

PRF: ¥ (Q8-D)FIRAF & X\ & £arh /|35 |H §20222 120 HF £ @F L 762 2200 4 £ £mr o £ T2 i
o BB R amir- B A ARSI A AR FAFRESFTEEE R
2B AE PR M e FH = LT ER% % 4}@@&1&#%? chh b ~ BE 2 B R FIEEE 0 o 8
SRR E 5 i 4%@%#&@@3; AE2BH(rF 22 A2 P E) AL g
L) 2= o
(28-2)FIAF & | &mtsiE ~ |34 |- FHHD LR ,;; P2 EBFEFETOp o I RFER Ba
AR R S fﬁﬁmﬁ%%;ﬁw ol LR BN SE B ED§E R R
B B4 PR F3 fﬁrgil}ﬁ(BIA);L,‘ WA N ERERZ B RRT R XTR R
4 IIEN F"" B *ﬂ(RTO)b"iA—}léﬁ}%]E}{;E] £ (RPO) » ¥ 5 # 4£3% ?Lﬁ%?"}ﬁl}ﬁaﬁﬂf}‘i
# #1 Yo T4 R R RIS A PR TR R S 1Y 38 )RR




745 % Hie B 20
E B n LELlE
(29); % 2 2 2 B & £ R /| |EIRRSRTE T E - K s HRPE A 363 T LR M A £ R PRAR SR
B £ IRAE L) £ F R AERIRIEE R R VR 2 A B S TP (oPre b SR
AR R (LT PUREES L AREBE AP TRELE) L ERBERE YL
B~ kR B0 A AR B L HE B R A SRR AHENELR
a2l PRAE » T 2 AP B B TP IR PR N 0 B N R AR
3 -




